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This is to certify that the Management System of:  

Motorola Solutions, Inc. 

 
   

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661, United States  

 

  

has been approved by LRQA to the following standards:  

ISO/IEC 27001:2022 

 

 

 

Approval number(s): ISO/IEC 27001 – 00028011 

 
This certificate is valid only in association with the certificate schedule bearing the same number on which the locations applicable to 
this approval are listed. 

 

The scope of this approval is applicable to: 

 
The Privacy and Information Security Management System governing information assets and data processed by Motorola Solutions, 
Inc. Development and Technical Engineering Support Operations systems and relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video Security, and Command Center offerings managed by the following business 
units: 
•  Critical Communications Solutions (Products) 
•  Video Security 
•  Command Center (Software) 
•  Enterprise Information Security (EIS) 
•  Data Protection Office (DPO) 
 
The business units, responsible for the in-scope Development and Technical Engineering Support Operations systems activities 
described in this document, act as PII Processors. Corporate Human Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the Statement of Applicability (SOA) version 7.0, dated December 1, 2023. 
 
The scope encompasses ISO 27001:2022 and extensions ISO 27017:2015; ISO 27018:2019; ISO 27701:2019.  
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Location Activities 

Motorola Solutions, Inc.  

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661,
 United States 

ISO/IEC 27001:2022  

 

Corporate Headquarters. Development and Technical 
Engineering Support Operations for: Critical 
Communications Solutions (Products), Command Center
 (Software), as per the Statement of Applicability (SOA) 
version 7.0; dated 01-December-2023. The scope 
encompasses ISO/IEC 27001:2022 and extensions 
ISO/IEC 27018:2019; ISO/IEC 27701:2019 and ISO/IEC 
27017:2015 

 

 

 

Rave Mobile Safety  

492 Old Connecticut Path, Framingham, MA,  

01701, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656701 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
Issued by: LRQA Limited, 1 Trinity Park, Bickenhill Lane, Birmingham B37 7ES, United Kingdom  

Page 3 of 18 

Location Activities 

Vigilant Solutions Inc. / Motorola Solutions, Inc. / Digital 
Recognition Network (DRN)  

4150 International Plaza, Suite 800, Fort Worth, TX, 76109, 
United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

625 West Alluvial Avenue, Fresno, CA, 93711,  

United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023.The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

8000 West Sunrise Boulevard, Plantation, FL,  

33322, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc. (Delta Risk)  

106 South St. Mary’s Street, Suite 601, San Antonio, TX, 78205, 
United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

105 West Park Drive, Suite 200, Brentwood, TN,  

37027, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

7237 Church Ranch Boulevard, Suite 406, Westminster, CO, 
80021, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

4625 Lake Park Boulevard, West Valley City, UT,  

84120, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1900 International Park Drive, Suite 300, Birmingham, AL, 
35243, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

415 East Exchange Parkway, Allen, TX, 75002,  

United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1257 Sweeten Creek Road, Asheville, NC, 28803,  

United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Avigilon / Motorola Solutions, Inc.  

450 Artisan Way, Suite 200, Somerville, MA,  

02145, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

2620 East Prospect Road, Fort Collins, CO,  

80525, United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

2000 Progress Parkway, Schaumburg, IL, 60196,  

United States 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Australia 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Australia Pty. Ltd.  

699 Collins St., Level 8, Melbourne Docklands,  
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Location Activities 

Motorola Solutions Kodiak Networks India Private Limited 

Mfar Manyata Tech Park, 9th Floor, Greenheart Phase IV, 
Nagavara, Bengaluru, Karnataka, 560045, India 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019 
and ISO/IEC 27017:2015 

 

 
 

Avigilon / Motorola Solutions, Inc.  

555 Robson Street, 3rd Floor, Vancouver, V6B 1A6, BC, 
Canada 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Bankhead Business Park, Bankhead Medway, Unit 5A, Sighthill,
 Edinburgh, EH11 4BY, United Kingdom  

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

200 Boulevard de la Technologie, Gatineau, J8Z 3H6, Quebec, 
Canada 
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Location Activities 

Motorola Solutions UK Limited  

Caledonian Exchange, 19a Canning Street, Edinburgh, EH3 
8EY, United Kingdom 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Skypark 5, 45 Finnieston Street, Glasgow, 

G3 8JU, United Kingdom 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656701 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

UB8 1JG, United Kingdom 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019  

 

 

 

Motorola Solutions Systems Polska Sp. z o.o.  

Building A, Green Office Development, 

Czerwone Maki 80 Street, Krakow, Poland  

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Ava Security Ltd. / Motorola Solutions Inc.  

The Charter Building, 1st Floor, Uxbridge,  
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building B, Green Office Development, 

Czerwone Maki 82 Street, Krakow, Poland  

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 



 
  

  
Certificate identity number:  10656701 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building C, Green Office Development,  

Czerwone Maki 84 Street, Krakow, Poland  

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Danmark A/S  

Sydvestvej 15, 2600 Glostrup, Denmark 
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Location Activities 

Motorola Solutions Malaysia Sdn. Bhd.  

No. 2A, Medan Bayan Lepas, Bayan Lepas Technoplex 
Industrial Park, Mukim 12, S.W.D., 11900 Bayan Lepas, 
Malaysia 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

1990-084 Lisbon, Portugal 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Avigilon / Motorola Solutions, Inc.  

Av. Dom Joao II 41 Torre Zen, 6º Piso, 



 
  

  
Certificate identity number:  10656701 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions Israel Ltd.  

Toha Building, 114 Yigal Alon Street, Tel Aviv,  

6744320, Israel 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Vigilant Solutions Inc.  

15 Tran Bach Dang Street, Suite L07.01, Quarter 3, Thu Due 
City, Vietnam 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656701 

 

Certificate Schedule 
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Location Activities 

ISO/IEC 27001:2022  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

 

  

  

  

 

  

 

Motorola Solutions LTDA

Parque da Cidade - Torre Jequitibá,
Av. das Nações Unidas, 14401, 10º Andar, Salas 101-104
São Paulo, SP, Brasil, CEP 04794-000



 
 

  

Current issue date: 21 November 2024 Original approval(s): 
Expiry date: 30 November 2026 ISO/IEC 27017 - 30 July 2021 
Certificate identity number: 10656699 
  
 

 

Certificate of Approval 

 

 

David Derrick 

________________________ 

Regional Director, UKAM  

Issued by: LRQA Limited 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
Issued by: LRQA Limited, 1 Trinity Park, Bickenhill Lane, Birmingham B37 7ES, United Kingdom  

Page 1 of 17 

This is to certify that the Management System of:  

Motorola Solutions, Inc. 

 
   

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661, United States  

 

  

has been approved by LRQA to the following standards:  

ISO/IEC 27017:2015 

 

 

 

Approval number(s): ISO/IEC 27017 – 00031944 

 
This certificate is valid only in association with the certificate schedule bearing the same number on which the locations applicable to 
this approval are listed. 

 

The scope of this approval is applicable to: 

 
The Privacy and Information Security Management System governing information assets and data processed by Motorola Solutions, 
Inc. Development and Technical Engineering Support Operations systems and relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video Security, and Command Center offerings managed by the following business 
units: 
•  Critical Communications Solutions (Products) 
•  Video Security 
•  Command Center (Software) 
•  Enterprise Information Security (EIS) 
•  Data Protection Office (DPO) 
 
The business units, responsible for the in-scope Development and Technical Engineering Support Operations systems activities 
described in this document, act as PII Processors. Corporate Human Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the Statement of Applicability (SOA) version 7.0, dated December 1, 2023. 
 
The scope encompasses ISO 27001:2022 and extensions ISO 27017:2015; ISO 27018:2019; ISO 27701:2019.  
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Location Activities 

Motorola Solutions, Inc.  

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661,
 United States 

ISO/IEC 27017:2015  

 

Corporate Headquarters. Development and Technical 
Engineering Support Operations for: Critical 
Communications Solutions (Products), Command Center
 (Software), as per the Statement of Applicability (SOA) 
version 7.0; dated 01-December-2023. The scope 
encompasses ISO/IEC 27001:2022 and extensions 
ISO/IEC 27018:2019; ISO/IEC 27701:2019 and ISO/IEC 
27017:2015 

 

 

 

Rave Mobile Safety  

492 Old Connecticut Path, Framingham, MA,  

01701, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656699 

 

Certificate Schedule 
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Location Activities 

Vigilant Solutions Inc. / Motorola Solutions, Inc. / Digital 
Recognition Network (DRN)  

4150 International Plaza, Suite 800, Fort Worth, TX, 76109, 
United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

625 West Alluvial Avenue, Fresno, CA, 93711,  

United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023.The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

8000 West Sunrise Boulevard, Plantation, FL,  

33322, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc. (Delta Risk)  

106 South St. Mary’s Street, Suite 601, San Antonio, TX, 78205, 
United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  

105 West Park Drive, Suite 200, Brentwood, TN,  

37027, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

7237 Church Ranch Boulevard, Suite 406, Westminster, CO, 
80021, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  

4625 Lake Park Boulevard, West Valley City, UT,  

84120, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1900 International Park Drive, Suite 300, Birmingham, AL, 
35243, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  

415 East Exchange Parkway, Allen, TX, 75002,  

United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1257 Sweeten Creek Road, Asheville, NC, 28803,  

United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Avigilon / Motorola Solutions, Inc.  

450 Artisan Way, Suite 200, Somerville, MA,  

02145, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

2620 East Prospect Road, Fort Collins, CO,  

80525, United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

2000 Progress Parkway, Schaumburg, IL, 60196,  

United States 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Australia 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Australia Pty. Ltd.  

699 Collins St., Level 8, Melbourne Docklands,  
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Location Activities 

Motorola Solutions Kodiak Networks India Private Limited 

Mfar Manyata Tech Park, 9th Floor, Greenheart Phase IV, 
Nagavara, Bengaluru, Karnataka, 560045, India 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019 
and ISO/IEC 27017:2015 

 

 
 

Avigilon / Motorola Solutions, Inc.  

555 Robson Street, 3rd Floor, Vancouver, V6B 1A6, BC, 
Canada 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Bankhead Business Park, Bankhead Medway, Unit 5A, Sighthill,
 Edinburgh, EH11 4BY, United Kingdom  

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

200 Boulevard de la Technologie, Gatineau, J8Z 3H6, Quebec, 
Canada 
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Location Activities 

Motorola Solutions UK Limited  

Caledonian Exchange, 19a Canning Street, Edinburgh, EH3 
8EY, United Kingdom 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Skypark 5, 45 Finnieston Street, Glasgow, 

G3 8JU, United Kingdom 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656699 

 

Certificate Schedule 
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Location Activities 

UB8 1JG, United Kingdom 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019  

 

 

 

Motorola Solutions Systems Polska Sp. z o.o.  

Building A, Green Office Development, 

Czerwone Maki 80 Street, Krakow, Poland  

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Ava Security Ltd. / Motorola Solutions Inc.  

The Charter Building, 1st Floor, Uxbridge,  
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building B, Green Office Development, 

Czerwone Maki 82 Street, Krakow, Poland  

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Systems Polska Sp. z o.o.  

Building C, Green Office Development,  

Czerwone Maki 84 Street, Krakow, Poland  

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions Malaysia Sdn. Bhd.  

No. 2A, Medan Bayan Lepas, Bayan Lepas Technoplex 
Industrial Park, Mukim 12, S.W.D., 11900 Bayan Lepas, 
Malaysia 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Danmark A/S  

Sydvestvej 15, 2600 Glostrup, Denmark 
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Location Activities 

1990-084 Lisbon, Portugal 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions Israel Ltd.  

Toha Building, 114 Yigal Alon Street, Tel Aviv,  

6744320, Israel 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Avigilon / Motorola Solutions, Inc.  

Av. Dom Joao II 41 Torre Zen, 6º Piso, 
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Location Activities 

Vigilant Solutions Inc.  

15 Tran Bach Dang Street, Suite L07.01, Quarter 3, Thu Due 
City, Vietnam 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

ISO/IEC 27017:2015  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

 

  

  

  

 

  

 

Motorola Solutions LTDA

Parque da Cidade - Torre Jequitibá,
Av. das Nações Unidas, 14401, 10º Andar, Salas 101-104
São Paulo, SP, Brasil, CEP 04794-000
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This is to certify that the Management System of:  

Motorola Solutions, Inc. 

 
   

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661, United States  

 

  

has been approved by LRQA to the following standards:  

ISO/IEC 27018:2019 

 

 

 

Approval number(s): ISO/IEC 27018 – 00031945 

 
This certificate is valid only in association with the certificate schedule bearing the same number on which the locations applicable to 
this approval are listed. 

 

The scope of this approval is applicable to: 

 
The Privacy and Information Security Management System governing information assets and data processed by Motorola Solutions, 
Inc. Development and Technical Engineering Support Operations systems and relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video Security, and Command Center offerings managed by the following business 
units: 
•  Critical Communications Solutions (Products) 
•  Video Security 
•  Command Center (Software) 
•  Enterprise Information Security (EIS) 
•  Data Protection Office (DPO) 
 
The business units, responsible for the in-scope Development and Technical Engineering Support Operations systems activities 
described in this document, act as PII Processors. Corporate Human Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the Statement of Applicability (SOA) version 7.0, dated December 1, 2023. 
 
The scope encompasses ISO 27001:2022 and extensions ISO 27017:2015; ISO 27018:2019; ISO 27701:2019.  

 

 

 



 
  

  
Certificate identity number:  10656700 

 

Certificate Schedule 

 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
Issued by: LRQA Limited, 1 Trinity Park, Bickenhill Lane, Birmingham B37 7ES, United Kingdom  

Page 2 of 17 

Location Activities 

Motorola Solutions, Inc.  

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661,
 United States 

ISO/IEC 27018:2019  

 

Corporate Headquarters. Development and Technical 
Engineering Support Operations for: Critical 
Communications Solutions (Products), Command Center
 (Software), as per the Statement of Applicability (SOA) 
version 7.0; dated 01-December-2023. The scope 
encompasses ISO/IEC 27001:2022 and extensions 
ISO/IEC 27018:2019; ISO/IEC 27701:2019 and ISO/IEC 
27017:2015 

 

 

 

Rave Mobile Safety  

492 Old Connecticut Path, Framingham, MA,  

01701, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Vigilant Solutions Inc. / Motorola Solutions, Inc. / Digital 
Recognition Network (DRN)  

4150 International Plaza, Suite 800, Fort Worth, TX, 76109, 
United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

625 West Alluvial Avenue, Fresno, CA, 93711,  

United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023.The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

8000 West Sunrise Boulevard, Plantation, FL,  

33322, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc. (Delta Risk)  

106 South St. Mary’s Street, Suite 601, San Antonio, TX, 78205, 
United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

105 West Park Drive, Suite 200, Brentwood, TN,  

37027, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

7237 Church Ranch Boulevard, Suite 406, Westminster, CO, 
80021, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

4625 Lake Park Boulevard, West Valley City, UT,  

84120, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1900 International Park Drive, Suite 300, Birmingham, AL, 
35243, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

415 East Exchange Parkway, Allen, TX, 75002,  

United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1257 Sweeten Creek Road, Asheville, NC, 28803,  

United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
Issued by: LRQA Limited, 1 Trinity Park, Bickenhill Lane, Birmingham B37 7ES, United Kingdom  

Page 8 of 17 

Location Activities 

Avigilon / Motorola Solutions, Inc.  

450 Artisan Way, Suite 200, Somerville, MA,  

02145, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

2620 East Prospect Road, Fort Collins, CO,  

80525, United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

2000 Progress Parkway, Schaumburg, IL, 60196,  

United States 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Australia Pty. Ltd.  

699 Collins St. Level 8, Melbourne Docklands,  

Australia 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions Kodiak Networks India Private Limited 

Mfar Manyata Tech Park, 9th Floor, Greenheart Phase IV, 
Nagavara, Bengaluru, Karnataka, 560045, India 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019 
and ISO/IEC 27017:2015 

 

 
 

Avigilon / Motorola Solutions, Inc.  

555 Robson Street, 3rd Floor, Vancouver, V6B 1A6, BC, 
Canada 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Bankhead Business Park, Bankhead Medway, Unit 5A, Sighthill,
 Edinburgh, EH11 4BY, United Kingdom  

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

200 Boulevard de la Technologie, Gatineau, J8Z 3H6, Quebec, 
Canada 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
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Issued by: LRQA Limited, 1 Trinity Park, Bickenhill Lane, Birmingham B37 7ES, United Kingdom  

Page 12 of 17 

Location Activities 

Motorola Solutions UK Limited  

Caledonian Exchange, 19a Canning Street, Edinburgh, EH3 
8EY, United Kingdom 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Skypark 5, 45 Finnieston Street, Glasgow, 

G3 8JU, United Kingdom 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:   10656700 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
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Location Activities 

UB8 1JG, United Kingdom 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019  

 

 

 

Motorola Solutions Systems Polska Sp. z o.o.  

Building A, Green Office Development, 

Czerwone Maki 80 Street, Krakow, Poland  

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Ava Security Ltd. / Motorola Solutions Inc.  

The Charter Building 1st Floor, Uxbridge,  
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building B, Green Office Development, 

Czerwone Maki 82 Street, Krakow, Poland  

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Systems Polska Sp. z o.o.  

Building C, Green Office Development,  

Czerwone Maki 84 Street, Krakow, Poland  

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions Malaysia Sdn. Bhd.  

No. 2A, Medan Bayan Lepas, Bayan Lepas Technoplex 
Industrial Park, Mukim 12, S.W.D., 11900 Bayan Lepas, 
Malaysia 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Danmark A/S  

Sydvestvej 15, 2600 Glostrup, Denmark 
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Location Activities 

1990-084 Lisbon, Portugal 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions Israel Ltd.  

Toha Building, 114 Yigal Alon Street, Tel Aviv,  

6744320, Israel 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Avigilon / Motorola Solutions, Inc.  

Av. Dom Joao II 41 Torre Zen, 6º Piso, 
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Location Activities 

Vigilant Solutions Inc.  

15 Tran Bach Dang Street, Suite L07.01, Quarter 3, Thu Due 
City, Vietnam 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

ISO/IEC 27018:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

 

  

  

  

 

  

 

Motorola Solutions LTDA

Parque da Cidade - Torre Jequitibá,
Av. das Nações Unidas, 14401, 10º Andar, Salas 101-104
São Paulo, SP, Brasil, CEP 04794-000
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This is to certify that the Management System of:  

Motorola Solutions, Inc. 

 
   

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661, United States  

 

  

has been approved by LRQA to the following standards:  

ISO/IEC 27701:2019 

 

 

 

Approval number(s): ISO/IEC 27701 – 00036860 

 
This certificate is valid only in association with the certificate schedule bearing the same number on which the locations applicable to 
this approval are listed. 

 

The scope of this approval is applicable to: 

 
The Privacy and Information Security Management System governing information assets and data processed by Motorola Solutions, 
Inc. Development and Technical Engineering Support Operations systems and relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video Security, and Command Center offerings managed by the following business 
units: 
•  Critical Communications Solutions (Products) 
•  Video Security 
•  Command Center (Software) 
•  Enterprise Information Security (EIS) 
•  Data Protection Office (DPO) 
 
The business units, responsible for the in-scope Development and Technical Engineering Support Operations systems activities 
described in this document, act as PII Processors. Corporate Human Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the Statement of Applicability (SOA) version 7.0, dated December 1, 2023. 
 
The scope encompasses ISO 27001:2022 and extensions ISO 27017:2015; ISO 27018:2019; ISO 27701:2019.  
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Location Activities 

Motorola Solutions, Inc.  

500 West Monroe Street, Floors 40-44, Chicago, IL, 60661,
 United States 

ISO/IEC 27701:2019  

 

Corporate Headquarters. Development and Technical 
Engineering Support Operations for: Critical 
Communications Solutions (Products), Command Center
 (Software), as per the Statement of Applicability (SOA) 
version 7.0; dated 01-December-2023. The scope 
encompasses ISO/IEC 27001:2022 and extensions 
ISO/IEC 27018:2019; ISO/IEC 27701:2019 and ISO/IEC 
27017:2015 

 

 

 

Rave Mobile Safety  

492 Old Connecticut Path, Framingham, MA,  

01701, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Vigilant Solutions Inc. / Motorola Solutions, Inc. / Digital 
Recognition Network (DRN)  

4150 International Plaza, Suite 800, Fort Worth, TX, 76109, 
United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

625 West Alluvial Avenue, Fresno, CA, 93711,  

United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023.The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

8000 West Sunrise Boulevard, Plantation, FL,  

33322, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc. (Delta Risk)  

106 South St. Mary’s Street, Suite 601, San Antonio, TX, 78205, 
United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

105 West Park Drive, Suite 200, Brentwood, TN,  

37027, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

7237 Church Ranch Boulevard, Suite 406, Westminster, CO, 
80021, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

4625 Lake Park Boulevard, West Valley City, UT,  

84120, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1900 International Park Drive, Suite 300, Birmingham, AL, 
35243, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Location Activities 

Motorola Solutions, Inc.  

415 East Exchange Parkway, Allen, TX, 75002,  

United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

1257 Sweeten Creek Road, Asheville, NC, 28803,  

United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
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provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Avigilon / Motorola Solutions, Inc.  

450 Artisan Way, Suite 200, Somerville, MA,  

02145, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions, Inc.  

2620 East Prospect Road, Fort Collins, CO,  

80525, United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions, Inc.  

2000 Progress Parkway, Schaumburg, IL, 60196,  

United States 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units, responsible for the in-scope 
Development and Technical Engineering Support 
Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Australia 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Australia Pty. Ltd.  

699 Collins St., Level 8, Melbourne Docklands,  



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
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Location Activities 

Motorola Solutions Kodiak Networks India Private Limited 

Mfar Manyata Tech Park, 9th Floor, Greenheart Phase IV, 
Nagavara, Bengaluru, Karnataka, 560045, India 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Command Center (Software). The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019 
and ISO/IEC 27017:2015 

 

 
 

Avigilon / Motorola Solutions, Inc.  

555 Robson Street, 3rd Floor, Vancouver, V6B 1A6, BC, 
Canada 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions, Inc.  ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Bankhead Business Park, Bankhead Medway, Unit 5A, Sighthill,
 Edinburgh, EH11 4BY, United Kingdom  

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

200 Boulevard de la Technologie, Gatineau, J8Z 3H6, Quebec, 
Canada 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
exclusively on the terms and conditions set out in that contract. 
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Location Activities 

Motorola Solutions UK Limited  

Caledonian Exchange, 19a Canning Street, Edinburgh, EH3 
8EY, United Kingdom 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security, Command 
Center (Software). The business units, responsible for 
the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Motorola Solutions UK Limited  

Skypark 5, 45 Finnieston Street, Glasgow, 

G3 8JU, United Kingdom 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 

 
 

 

                
 

LRQA Group Limited, its affiliates and subsidiaries and their respective officers, employees or agents are, individually and collectively, referred to in this clause as 'LRQA'. LRQA 
assumes no responsibility and shall not be liable to any person for any loss, damage or expense caused by reliance on the information or advice in this document or howsoever 
provided, unless that person has signed a contract with the relevant  LRQA entity for the provision of this information or advice and in that case any responsibility or liability is 
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Location Activities 

UB8 1JG, United Kingdom 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Video Security. The 
business units responsible for the in-scope Development 
and Technical Engineering Support Operations systems 
activities described in this document act as PII 
Processors. Corporate Human Resources, which 
provides certain relevant corporate infrastructure, acts 
as a PII Controller, as defined in the Statement of 
Applicability (SOA) version 7.0 dated December 1, 2023. 
The scope encompasses ISO/IEC 27001:2022 and 
extensions ISO/IEC 27018:2019, ISO/IEC 27701:2019  

 

 

 

Motorola Solutions Systems Polska Sp. z o.o.  

Building A, Green Office Development, 

Czerwone Maki 80 Street, Krakow, Poland  

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001: 2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Ava Security Ltd. / Motorola Solutions Inc.  

The Charter Building, 1st Floor, Uxbridge,  



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building B, Green Office Development, 

Czerwone Maki 82 Street, Krakow, Poland  

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions Systems Polska Sp. z o.o.  

Building C, Green Office Development,  

Czerwone Maki 84 Street, Krakow, Poland  

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Motorola Solutions Danmark A/S  

Sydvestvej 15, 2600 Glostrup, Denmark



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions Malaysia Sdn. Bhd.  

No. 2A, Medan Bayan Lepas, Bayan Lepas Technoplex 
Industrial Park, Mukim 12, S.W.D., 11900 Bayan Lepas, 
Malaysia 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products), Video Security, Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

1990-084 Lisbon, Portugal 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 
 

Avigilon / Motorola Solutions, Inc.  

Av. Dom Joao II 41 Torre Zen, 6º Piso, 



 
  

  
Certificate identity number:  10656698 

 

Certificate Schedule 
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Location Activities 

Motorola Solutions Israel Ltd.  

Toha Building, 114 Yigal Alon Street, Tel Aviv,  

6744320, Israel 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Critical Communications 
Solutions (Products). The business units, responsible for
 the in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

Vigilant Solutions Inc.  

15 Tran Bach Dang Street, Suite L07.01, Quarter 3, Thu Due 
City, Vietnam 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software). The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 
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Certificate Schedule 
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Location Activities 

ISO/IEC 27701:2019  

 

The Privacy and Information Security Management 
System governing information assets and data 
processed by Motorola Solutions, Inc. Development and 
Technical Engineering Support Operations systems and 
relevant corporate infrastructure, for products and 
services included in our Critical Communications, Video 
Security, and Command Center offerings managed by 
the following business units: Command Center 
(Software) The business units, responsible for the 
in-scope Development and Technical Engineering 
Support Operations systems activities described in this 
document, act as PII Processors. Corporate Human 
Resources, which provides certain relevant corporate 
infrastructure, acts as a PII Controller, as defined in the 
Statement of Applicability (SOA) version 7.0, dated 
December 1, 2023. The scope encompasses ISO 
27001:2022 and extensions ISO 27017:2015; ISO 
27018:2019; ISO 27701:2019. 

 

 

 

 

  

  

  

 

  

 

Motorola Solutions LTDA  

Parque da Cidade - Torre Jequitibá,
Av. das Nações Unidas, 14401, 10º Andar, Salas 101-104
São Paulo, SP, Brasil, CEP 04794-000
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